Designated Source of Supply: CLOVERNOOK CENTER FOR THE BLIND AND VISUALLY IMPAIRED, Cincinnati, OH

Contracting Activity: STRATEGIC ACQUISITION CENTER, FREDERICKSBURG, VA


Designated Source of Supply: San Antonio Lighthouse for the Blind, San Antonio, TX

Contracting Activity: DLA AVIATION, RICHMOND, VA

Michael R. Jurkowski, Acting Director, Business Operations.

Privacy Act of 1974; Matching Program

CORPORATION FOR NATIONAL AND COMMUNITY SERVICE (operating as AmeriCorps) is issuing a public notice of the computer matching program with the Social Security Administration (SSA).

DATES: Comments must be received by July 31, 2023. If AmeriCorps determines that significant changes to the matching agreement are necessary, it shall publish a revised notice with an additional 30-day public comment period.

AmeriCorps has filed a report of the subject computer matching agreement with the Office of Management and Budget (OMB) and Congress. The matching program will begin October 1, 2023 or 40 days after the date of AmeriCorps’ submissions to OMB and Congress, whichever is later, and will continue for 18 months after the effective date. It may be extended for an additional 12 months thereafter, if the conditions specified in 5 U.S.C. 552a(o)(2)(D) have been met.

ADDRESSES: You may submit comments identified by the title of the information collection activity, by any of the following methods:

1) By mail sent to: AmeriCorps, Attention Terence King, 250 E Street SW, Washington, DC 20525.

2) By hand delivery or by courier to the AmeriCorps mailroom at the mail address given in paragraph (1) above, between 9:00 a.m. and 4:00 p.m. Eastern Time, Monday through Friday, except Federal holidays.

3) Electronically through www.regulations.gov.

Comments submitted in response to this notice may be made available to the public through regulations.gov. For this reason, please do not include in your comments information of a confidential nature, such as sensitive personal information or proprietary information. If you send an email comment, your email address will be automatically captured and included as part of the comment that is placed in the public docket and made available on the internet. Please note that responses to this public comment request containing any routine notice about the confidentiality of the communication will be treated as public comment that may be made available to the public, notwithstanding the inclusion of the routine notice.

FOR FURTHER INFORMATION CONTACT: Terence King, Senior Security Engineer, 202–815–4246, or by email at tking@cns.gov.

SUPPLEMENTARY INFORMATION: The Privacy Act of 1974 (5 U.S.C. 552a), as amended by the Computer Matching and Privacy Protection Act of 1988 (Pub. L. 100–503), regulates the use of computer matching agreements by Federal agencies when records in a system of records are matched with other Federal, State, or local government records. Among other things, it requires Federal agencies involved in computer matching agreements to publish a notice in the Federal Register regarding the establishment of the matching program. This agreement will be in effect for a period of 18 months, with a provision for a one-time extension for a period not to exceed 12 months. To renew this agreement, both AmeriCorps and SSA must certify to their respective Data Integrity Boards that: (1) the matching program will be conducted without change; and (2) the matching program has been conducted in compliance with the original agreement.

AmeriCorps will provide SSA with a data file including each applicant’s and potential education award recipient’s social security number, first and last names, and date of birth. SSA will conduct a match on identifying information. If the match does not return a result verifying the individual’s citizenship status, AmeriCorps will contact the individual or the grant recipient program that selected the individual to verify the results in accordance with the requirements of 5 U.S.C. 552a(p) and applicable OMB guidelines. The affected individual will have an opportunity to contest the accuracy of the information provided by SSA. The applicant will have at least 30 days from the date of the notice to provide clear and convincing evidence of the accuracy of the social security number, proof of U.S. citizenship, or both.

Applicants will be informed at the time of application that information provided on the application is subject to verification through a computer matching program. The application package will contain a privacy certification notice that the applicant must sign, authorizing AmeriCorps to verify the information provided. For transfers of education awards, at the time an award is transferred, AmeriCorps will provide the individual notice that the SSN is subject to verification through a computer matching program. AmeriCorps will send a privacy notice to the transferee, and in the case of a minor, to the parent or legal guardian. The transferee, parent, or legal guardian must sign the privacy certification authorizing AmeriCorps to verify the information provided.

AmeriCorps will furnish a copy of this notice to both Houses of Congress and the Office of Management and Budget.


**Categories of Individuals:** Each individual who is eligible to receive an education award or applies to serve in an approved national service position, including positions in AmeriCorps State and National, AmeriCorps VISTA, AmeriCorps NCCC, and Serve America Fellows, must, at the time of acceptance of an education award or application to serve, certify that they meet the citizenship eligibility criteria to serve in the position that is, that they are a citizen, national, or lawful permanent resident of the United States. Categories of Records: The Master Files of Social Security Number Holders and SSN Applications SSA/OTSO 60–0058, last published in full on December 29, 2010 (75 FR 82121), as amended on July 5, 2013 (78 FR 40542) and February 13, 2014 (79 FR 8780) maintains records about each individual who has applied for and obtained an SSN. SSA uses information from this system to assign SSNs.

System(s) of Records: The information AmeriCorps provides from the AmeriCorps Member Individual Account, Corporation-8 system of records, published in full on March 5, 1999 (64 FR 10879–10893), as amended on August 1, 2000, (65 FR 46890–46905) and July 25, 2002 (67 FR 48616–48617) will be matched against this system of records and verification results will be disclosed under the applicable routine use.

Gina Cross, Senior Agency Official for Privacy.

**BILLING CODE 6050–28–P**

---

**DEPARTMENT OF DEFENSE**

**Office of the Secretary**

[Docket ID: DOD–2023–OS–0045]

**Privacy Act of 1974; System of Records**

**AGENCY:** Department of Defense (DoD).

**ACTION:** Notice of rescindment of multiple System of Records Notices (SORNs).

**SUMMARY:** In accordance with the Privacy Act of 1974, the DoD is providing notice to rescind 26 Privacy Act SORNs. A description of these systems can be found in the table in the **SUPPLEMENTARY INFORMATION** section. Additionally, the DoD is issuing a direct final rule, published elsewhere in this issue of the Federal Register, to amend its regulation and remove the Privacy Act exemption rules for 14 SORNs (items (a) through (m), and (s) in the aforementioned table) rescinded in this notice.

**DATES:** The rescindment of these SORNs is effective June 30, 2023.

**FOR FURTHER INFORMATION CONTACT:** Ms. Rahwa Keleta, Privacy and Civil Liberties Division, Directorate for Privacy, Civil Liberties and Freedom of Information, Office of the Assistant to the Secretary of Defense for Privacy, Civil Liberties, and Transparency, Department of Defense, 4800 Mark Center Drive, Suite 08D09, Alexandria, VA 22350–1700, OSD.DPCLTD@mail.mil, (703) 571–0070.

**SUPPLEMENTARY INFORMATION:**

1. **Background**

Pursuant to the provisions of the Privacy Act of 1974, 5 U.S.C. 552a, and as part of its ongoing integration and management efforts, the DoD is removing 26 Privacy Act SORNs from its inventory. Upon review of its inventory, DoD determined it no longer needs or uses these system of records because the records are covered by other SORNs; therefore, DoD is retiring these SORNs (items (a) through (z) in the table) for reasons listed as follows.

Items (a) through (r) in the table are rescinded because the records are now maintained as part of the DoD-wide system of records titled DoD–0008, Freedom of Information Act and Privacy Act Records (FOIA/PA Records), published in the Federal Register on December 22, 2021 (86 FR 72586).

Items (s) through (w) in the table are rescinded because the records are now maintained as part of the DoD-wide system of records titled DoD 0006, Military Justice and Civilian Criminal Case Records, published in the Federal Register on May 25, 2021 (86 FR 28086).

Items (x) through (z) in the table are rescinded because the records are now maintained as part of the DoD-wide system of records titled DoD–0009, Defense Mass Transportation Benefits Records (DMTBR), published in the Federal Register on January 7, 2022 (87 FR 943).

DoD SORNs have been published in the Federal Register and are available from the address in **FOR FURTHER INFORMATION CONTACT** or at the Privacy, Civil Liberties, and Freedom of Information Directorate website at https://dpclld.defense.gov.

2. **Privacy Act**

Under the Privacy Act, a “system of records” is a group of records under the control of an agency from which information is retrieved by the name of an individual or by some identifying number, symbol, or other identifying particular assigned to the individual. In the Privacy Act, an individual is defined as a U.S. citizen or lawful permanent resident.

In accordance with 5 U.S.C. 552a(r) and Office of Management and Budget (OMB) Circular No. A–108, DoD has provided a report of this SORN bulk rescindment to OMB and Congress.